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CogBooks has completed a comprehensive analysis of our service, including the web 
application, APIs and website, and has reasonably established that we are not impacted by 
the Apache Log4j vulnerabilities identified as CVE-2021-44228, CVE-2021-45046 and 
CVE-2021-45105. 

The Apache Log4j vulnerabilities are specific to the core versions, which primarily use the 
Java Naming and Directory Interface Logging (JNDL). We do run two isolated processes that 
use Java, but neither of these includes the Log4j core version as a dependency, so we are 
not affected by these CVEs (nor any new ones that may arise for the Log4j core package). 

CogBooks is continually monitoring the situation and will publish further updates as 
needed. If you have any questions or concerns, please do not hesitate to reach out to us at 
support@cogbooks.com. 
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